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1. Allgemeine Einstellungen

Um die allgemeinen Richtlinieneinstellungen zu bearbeiten, klicken Sie auf Richtlinien →  

Einstellungen ändern.

Wählen Sie die Kategorie Allgemeine Einstellungen.

Innerhalb der allgemeinen Einstellungen gibt es verschiedene Optionen, die Sie zu Ihrem 

Richtliniensatz hinzufügen können.
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Wählen Sie die Einstellung aus, die Sie konfigurieren möchten, und klicken Sie auf Weiter.

Unten finden Sie eine Tabelle mit allen Einstellungen, die Sie in dieser Kategorie konfigurieren 

können, sowie einer Erklärung.

Parameter Erklärung Kompatibilität

Allgemeine Einstellungen

Base Agent automatisch 
neu installieren

Wenn eine neue Version des Base Agent im 
System verfügbar ist, wird sie automatisch auf 
den Geräten neu installiert (die Richtlinie wird 
als veraltet markiert). Standardwert: nicht 
aktiviert.

Vollständig Verwaltet 
BYOD/WPC 
COSU 
Shared Device 

Nicht kompatible 
Richtlinienkomponenten 
automatisch deinstallieren

Wenn aktiviert, werden nicht übereinstimmende 
Richtlinienkomponenten der aktuellen 
Richtlinie deinstalliert, wenn das Gerät in eine 
andere Richtlinie verschoben wird. 
Standardwert: nicht aktiviert.

Vollständig Verwaltet 
BYOD/WPC 
COSU 
Shared Device 

Bei Deinstallation des 
Base Agents als gelöscht 
markieren

Wenn aktiviert, wird das Gerät in der datomo 
MDM-Konsole als gelöscht markiert, wenn der 
Base Agent deinstalliert wird.

Vollständig Verwaltet 
BYOD/WPC 
COSU 
Shared Device 

Fernzugriff aktivieren Wenn diese Option aktiviert ist, wird der 
Fernzugriff zusammen mit der Richtlinie 
installiert.

Vollständig Verwaltet 
BYOD/WPC 
COSU 
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Zustimmung zur 
Initialisierung einer 
Fernzugriffssitzung 
(Fernzugriff aktivieren)

Konfigurieren Sie, wie die Verbindung zu 
einem Gerät für die Fernsteuerung hergestellt 
wird. Wählen Sie, ob die Verbindung 
automatisch erfolgen soll oder ob der Benutzer 
die Verbindung durch einen Administrator 
akzeptieren muss.

Vollständig Verwaltet 
BYOD/WPC 
COSU 

Standortüberwachung 
aktivieren

Wenn diese Option aktiviert ist, wird die 
Standortüberwachung zusammen mit der 
Richtlinie installiert.

Vollständig Verwaltet 
BYOD/WPC 
COSU

Standortintervall 
(Standortüberwachung 
aktivieren)

Wählen Sie, wie oft das Gerät seinen Standort 
an den datomo MDM-Server melden soll.

Vollständig Verwaltet 
BYOD/WPC 
COSU

Standortmeldungen nur in 
Spitzenzeiten 
(Standortüberwachung 
aktivieren)

Wenn ein Spitzenzeitplanintervall konfiguriert 
ist, kann das Gerät so eingestellt werden, dass 
Standortdaten nur während des konfigurierten 
Intervalls gemeldet werden.

Vollständig Verwaltet 
BYOD/WPC 
COSU

Standortmeldungen nach 
der Installation des 
Agents deaktivieren 
(Standortüberwachung 
aktivieren)

Das Gerät stellt die Übermittlung von 
Standortdaten ein, sobald der Agent auf dem 
Gerät als installiert gemeldet wird.

Vollständig Verwaltet 
BYOD/WPC 
COSU

App-Monitor-Dienst 
aktivieren erzwingen

Wenn aktiviert, wird eine zusätzliche Operation 
in die allgemeine Richtlinie aufgenommen. 
Diese nennt sich App-Monitor-Dienst 
aktivieren und wird in die Warteschlange 
gestellt und an das Gerät gesendet. Der 
Benutzer wird aufgefordert, den datomo MDM-
Zugänglichkeitsdienst zu aktivieren.

Vollständig Verwaltet 

Batterieoptimierung für 
Standortüberwachung und 
Nutzungsüberwachung 
ignorieren (erfordert 
Benutzerbestätigung)

Wenn die Batterieoptimierung auf dem Gerät 
aktiviert ist, stellt diese Einstellung sicher, dass 
Standortdienste nicht zur Batterieschonung 
gestoppt werden.

Vollständig Verwaltet 
BYOD/WPC 

Zusätzliche App-Daten 
melden (App-Größe, 
Cache-Größe, Daten-
Größe) (erfordert 
Zugriffsberechtigung für 
Nutzungsdaten)

Zeigt zusätzliche Informationen zu den auf dem 
Gerät installierten Apps in der datomo MDM-
Admin-Konsole an.

Vollständig Verwaltet 
BYOD/WPC 
COSU

Gemeldete Anwendungen 
(nur für iOS-Geräte)

Wählen Sie aus, ob das Gerät alle 
Anwendungen (einschließlich 
benutzerinstallierter Apps) oder nur die von 
datomo MDM installierten Anwendungen 
melden soll.

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device
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Spitzenzeiten-Intervall Das Intervall der Serververbindung des Base 
Agents: 5 Min. / 15 Min. / 30 Min. / 1 Std. / 4 
Std. / 12 Std. / Einmal täglich / Einmal 
wöchentlich / Einmal monatlich
Standardwert: Einmal täglich

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Spitzentage Wochentage, an denen der Base Agent an den 
datomo MDM-Server meldet.
Standardwert: Montag - Freitag

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Spitzenbeginn Uhrzeit, ab der der Base Agent an Spitzentagen 
mit dem Reporting beginnt.
Standardwert: 8:00

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Spitzenende Uhrzeit, ab der der Base Agent an Spitzentagen 
mit dem Reporting aufhört.
Standardwert: 16:00

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Intervall der 
Gerätemonitorsitzungen

Legt das Intervall für 
Geräteüberwachungssitzungen fest: 
Aus/Stündlich/4-mal 
täglich/Täglich/Wöchentlich/Monatlich
Standardwert: Täglich

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Benachrichtigung zur 
Geräteinaktivität

Benachrichtigung bei Inaktivität des Base 
Agents nach: 1-5 Tagen/Woche/Monat/3 
Monate. Falls der Base Agent in diesem 
Zeitraum nicht an den Server berichtet, erzeugt 
Essentials MDM eine Benachrichtigung mit 
drei möglichen Reaktionsoptionen:
• Gerät aus datomo MDM entfernen
• Gerät als gestohlen markieren
Standardwert: Nach einer Woche

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Bei Überschreiten der 
Inaktivität wipen

Wenn diese Option aktiviert ist und der Base 
Agent innerhalb der festgelegten Zeitspanne 
nicht zum Server meldet, wird das Gerät 
zusätzlich zum generierten Alarm gewiped.

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Bei Überschreiten der 
Inaktivität das Gerät als 
gewiped markieren

Wenn aktiviert, wird das Gerät als gewiped in 
der datomo MDM-Konsole markiert, wenn die 
Inaktivitätsperiode überschritten wird.

Vollständig Verwaltet 
BYOD/WPC 
COSU
Shared Device

Bestätigungsmodus für 
Base Agent

Wählen Sie, wie/ob Informationen dem 
Benutzer auf dem Gerät angezeigt werden 
sollen.

Vollständig Verwaltet 
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Anzahl der gespeicherte 
Geräteüberwachungssitzu
ngen 

Konfigurieren Sie, wie oft das Gerät Informationen 
an den datomo MDM-Server senden soll.

Vollständig 
Verwaltet 
BYOD/WPC 
COSU
Shared Device

Anzahl der archivierten 
Geräteüberwachungssitzu
ngen 

Konfigurieren Sie, wie viele der 
Überwachungssitzungen gespeichert werden sollen, 
um sie auf dem Server überprüfen zu können. 

Vollständig 
Verwaltet 
BYOD/WPC 
COSU
Shared Device

Stellen Sie die Einstellung auf den gewünschten Wert ein und klicken Sie auf Weiter.

Wählen Sie die Richtlinien aus, zu denen Sie die Einstellung hinzufügen möchten (Sie können 

mehrere Richtlinien auswählen) und klicken Sie auf Weiter.
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Anschließend wird Ihnen eine Zusammenfassung der angewendeten Einstellungen angezeigt und 

ob Geräte von der Änderung betroffen sind. Klicken Sie auf Anwenden, um die 

Konfigurationsänderung wirksam zu machen.

Hinweis: Beim Klicken auf Anwenden werden die Einstellungen sofort auf die betroffenen Geräte 

angewendet.
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